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1 Camera URLSs

You can add to the Gate Control Pro system the availabilities (URL) of at most 2 IP cameras
which support the ONVIF standard. The system makes available the images of the configured IP
cameras in the smartphone application. Permission for viewing the images can be configured in
the editing window of the users, for each user separately and per camera.

This function works only with cameras that support the ONVIF standard!
The manufacturer does not guarantee that the Gate Control Pro can be used with any IP
camera, therefore, still before purchasing the Gate Control Pro device, the Gate Control
smartphone application assures possibility to test the camera in advance and make sure that your
camera works properly with the Gate Control smartphone application (further details are
available in the user’s guide of the smartphone application). The list of ONVIF cameras tested by
the manufacturer is available at www.tell.hu at the Gate Control Pro product’s downloads.

There are multiple methods to obtain the camera URLs. You can use the “ONVIF Detector”

software made by the manufacturer (available on the manufacturer's website: www.tell.hu), the

“‘ONVIF Device Manager” software (http://sourceforge.net/projects/onvifdm), or the camera’s

technical manual.

Usage of the “ONVIF Detector” software made by the manufacturer:
if the camera requests a username and password for accessing the picture, enter this
username and password in the “Username” and “Password” fields

- click on “Search IP cameras”

- the program shows the found camera IP addresses in the field below the button

- click on the desired camera IP

- the program shows the snapshot (picture) and the stream URLs in the corresponding URL
fields

- by clicking on “View snapshot”, the program opens the still picture of the camera in your
Internet browser, which helps identifying the camera and checking if the URL works.

T" TELL ONVIF Detector

===
Search IP cameras | Username: Password: I I
| ]

Snapshot URL: Ihttp ://192.168. 1.240:9983/onvif/media_service /snapshot?channel=1&subtype=0 View snapshot

Stream URL: |rtsp:// 192, 168. 1,240:554/cam/realmonitor ?channel = 1&subtype =0&unicast=true&proto=0nvif

[~ Show network log

If the camera URLs are not shown after clicking on the camera IP, please check the camera
settings if there is a profile configured (for snapshot /still picture/ and stream /video/).

The smartphone application includes an RTSP player, therefore the system works with RTSP
stream only.

The ONVIF URL detector programs show the local IP addresses of the cameras.
For accessing the camera pictures from outside your local network it is necessary to
replace the local IP address and port in the URL obtained using the ONVIF URL detector
program with the external (WAN) IP address of your router and the external port, and after
this enter the modified URL in the Gate Control Pro programming software and write this
into the module settings.


http://www.tell.hu/
http://www.tell.hu/
http://sourceforge.net/projects/onvifdm

Example for modification of the stream URL, if using only one camera:
Original URL:
rtsp://192.168.1.240:554/cam/realmonitor?channel=1&subtype=0&unicast=true&proto=0Onvif

Modified URL in case of using static IP address:
rtsp://WAN IP:554/cam/realmonitor?channel=1&subtype=0&unicast=true&proto=0Onvif

Modified URL in case of using static IP address and username/password:
rtsp://lusername:password @WAN IP:554/cam/realmonitor?channel=1&subtype....

Modified URL in case of using domain name:
rtsp://domain name:554/cam/realmonitor?channel=1&subtype=0&unicast=true&proto=0Onvif

Modified URL in case of using domain name and username/password:
rtsp://lusername:password@domain name:554/cam/realmonitor?channel=1&subtype....

2 Port forwarding

In order to access the camera pictures on your smart device from outside the local network (from
the mobile Internet or other external WiFi network), it is necessary to configure the port forwarding
for the camera’s IP address in the router of your local network (forwarding the camera’s local IP
address and port to the router’s external /public/ IP address and a desired port), that is, you have
to open a way for the camera from your closed local network towards the outside world. The video
stream and still picture ports of cameras are different, therefore, depending on which service of
the camera you would like to access from external or public network (video stream, still picture or
both), the port used by the given service should be forwarded.

The default rtsp (video stream) port through which the camera provides the video stream is
generally 554, but it might happen that a camera uses a different port for this. The default port
used to provide the still picture is generally 80, which should also be forwarded. In case of the still
picture port it may also happen, that a camera uses a custom port, and not the default one.

The ports used by the camera are usually specified in the camera’s technical manual, but you
can also check using the “ONVIF Detector” software available at www.tell.hu , or using the
“ONVIF Device Manager” software available at http://sourceforge.net/projects/onvifdm . These
programs show the camera’s URLSs, in which you can find the port number right after the colon (:)
mark placed after the IP address.

Depending on the router, some routers are only capable for “mirrored” port forwarding, which
means that the public port can only be the same as the local port (e.g. if port 554 is forwarded,
that will be still 554 toward the Internet). In case of routers that provide wider configuration options,
the public and the local port to be forwarded can be different from each other (e.g. local port 80
can be forwarded to public port 81). This has special importance when it is needed to forward the
still picture service port of the camera, that is port 80 where appropriate, or if it is needed to solve
remote access for multiple cameras. It is highly recommended to forward this to a public port
other than 80, since main targets of attacks over the Internet are usually the known default ports,
as well as in this case if anywhere in the world someone would enter your router’s public IP
address into an Internet browser without a port number, and the camera is configured to skip the
login, the given person would be freely able to see the still picture of the camera. Therefore, in
case of having a router capable for “mirrored” port forwarding only, it is recommended to change
the still picture service port in the camera settings to other than 80. The risk of unauthorized
viewing exists in case of port 554 as well, since this is also a widely used default port, therefore
it is recommended to use authentication (login with username and password) for viewing the
camera, as well as configuring a different port number towards the public Internet.


http://www.tell.hu/
http://sourceforge.net/projects/onvifdm

In case of using multiple cameras, the pictures of particular cameras can only be accessed
selectively from outside the local network (from mobile Internet or other external WiFi network)
through different public ports, since the IP address of the cameras will be the same (WAN IP
address) from the direction of external networks, so the custom public port will be the one through
which the picture of a specific camera can be accessed. In order to achieve that, at port forwarding
the local ports may remain the original ones used by the cameras, and the public ports should be
chosen at will, but different from each other. If the router is capable for “mirrored” port forwarding
only, then the original ports should also be changed in the settings of the cameras, since in this
case at port forwarding the public port will be the same as the local port.

Example: if you have 2 cameras e.g. with the following local IP addresses:

192.168.1.127
192.168.1.128

and both of them use port 554 for video stream service, then for one of them choose e.g. port
555 as public port. Thereby if the router’s external (WAN) IP address is e.g. 119.55.216.42,
the video stream of the cameras can be accessed in the local network at the following

availabilities:
192.168.1.127:554 while from external networks: 119.55.216.42:554
192.168.1.128:554 119.55.216.42:555

If the router is capable for “mirrored” port forwarding only, it is necessary to change the port
number in the settings of one of the cameras to e.g. 555. In this case the availabilities in the
local network will be the following:

192.168.1.127:554 while from external networks: 119.55.216.42:554
192.168.1.128:555 119.55.216.42:555

If the router and the cameratoo supports UPnP automatic port forwarding and this service
Is enabled in the router, then it is not necessary to configure the port forwarding since in
this case the camera will open the required ports automatically.

3 DynDNS

If the router’s external (WAN) IP address is dynamic (i.e. it changes from time to time), then it is
necessary to use dyndns service as well, which you can use by registering at one of the dyndns
service providers (e.g.: no-ip.com) and configuring the dyndns service in your router. By this you
receive a permanent domain name through which you can reach your camera even if your
router’s external IP changes, since the router notifies the dyndns service provider when the IP
address changes, who automatically updates the availability assigned to the domain name.



4 Accessing the router’s user interface

To access the router’s user interface, you need to enter the router’s IP address into an Internet
browser on a PC connected to the same local network (LAN) as the router. The router’s IP address
you can find in the router’s technical manual or on the label found on the router’s enclosure. If the
router's IP address has already been changed, then naturally the actual IP address should be
entered in the Internet browser’s address bar.

« C A | ©19216811

A few examples for the availability of different router brands:

TP-LINK: http://192.168.1.1
D-link: http://192.168.0.1
Linksys: http://192.168.2.1
Asus: http://192.168.2.1
ZTE http://192.168.1.254

Thereafter the router will prompt for a username and password, which you can also find in the
router’s technical manual or on the label found on the router’s enclosure, if they have not been
changed yet.

5 The router’s user interface, configuration

The steps for the settings mentioned above are specified below.
The user interface looks different at different router brands. Below we will show the configuration
of some popular routers:

TP-LINK

For port forwarding choose the “Forwarding” option in the menu, click on “Virtual Servers"
option, then click on the “Add New..." button:

TP-LINK

0
ID Service Port IP Address Protocol Status Modify
3 1 80 192.168.1.104 TCP Enabled Modify Delete
i 2 192.168.1.127 ALL Enabled Modify Delete
3 21 192.168.1.104 ALL Enabled Modify Delete
0 gg g 4 20 192.168.1.104 ALL Enabled Modify Delete
D 5 82 192.168.1.128 ALL Enabled Modify Delete
6 83 192.168.1.129 ALL Enabled Modify Delete
7 84 192.168.1.130 ALL Enabled Modify Delete
dinb 8 3389 192.168.1.103 ALL Enabled Modify Delete
ontro
. : - | AddNew..3.||[ Enable Al | | Disable All | [ Delete Al |
ding
Dynamic D Previous ‘ Next
00



http://192.168.1.1/
http://192.168.0.1/
http://192.168.2.1/
http://192.168.2.1/
http://192.168.1.254/

Fill in the fields similarly as shown in the picture below. The picture shows an example for
forwarding port no. 81 of a camera available at IP address 192.168.1.127, instead of which you
should of course enter the IP address and port number used by your camera. The router model
presented in the example below is capable for mirrored port forwarding only, which means that
according to the example, the local port no. 81 will be forwarded still to public port no. 81.

TP-LINKC

Status

Quick Setup Add or Modify a Virtual Server Entry

Qss
Network -
Service Port: 81 "% (XXX or XX)

Wireless : .

IP Address: 192.168.1.127 2.
DHCP L ‘
e Protocol: ::ALL E[
- Virtual Servers Status: L Ef,‘a‘?',e‘,’ E]
- Port Triggering
-DMZ Common Service Port: | ~Select One— IEI
-UPnP
Security ( save 3. | [ Back |

Parental Control
Access Control
Static Routing
Bandwidth Control
IP & MAC Binding

Dynamic DNS

System Tools

e Service port: here you should enter the video stream or still picture service port number
used by the camera (only one at a time, configure the other one by adding a new entry ->
~Add New...”)

« |IP Address: enter here the local IP address of the camera

e Protocol: choose “ALL” value for this option

o Status: choose “Enabled” value for this option

Click on “Save” button to save the configuration.



D-LINK DI-524

For port forwarding click on “Advanced" option in the router’s upper horizontal menu, then choose
“Virtual Server" option in the left-side menu.

Fill in the fields similarly as shown in the picture below. The picture shows an example for
forwarding the local port no. 81 of a camera available at IP address 192.168.1.126 to public port
no. 81, instead of which you should of course enter the IP address and port number used by your
camera. At the router model presented in the example below both the local and the public port
can be configured, i.e. according to the example, the local port no. 81 can also be forwarded to a
different public port.

D-Link AirPlus G

DI-524 |

e Protocol Type Both [+] 4.
lication
e Private Port 81 5.

e Public Port 81 _ 6.
Filter
Schedule @ Always 7.
rT—" © From  Time [00[+]:[00[+]To [00[+]:[00[<]

29 O
Apply |Cancel Help

Virtual Server

802.11g/2.4GHz Wireless Router

[ Home FUVTYIYH Tools  Status Help

Virtual Server is used to allow Internet users access to LAN services.

1. @ Enabled © Disabled
Name kameral ;B

Private IP 192.168.1./126 3.

day [Sun [+] To [sun [<] 8

Enabled/Disabled option: choose the “Enabled” option

Name: enter a desired name for the port forward entry that is specific for the given camera
(serves for identification of the entry only)

Private IP: enter the local IP address of the camera

Protocol Type: choose “Both” value for this option

Private Port: here you should enter the video stream or still picture service port number
used by the camera (only one at a time, configure the other one by adding a new port
forward entry)

Public Port: enter the number of the public port to which you wish to forward the given
local port

Schedule: here you can configure the port forward period, choose “Always” value for this
option

Click “Apply” to save the configuration.



D-LINK DIR-300

For port forwarding click on “ADVANCED" option in the router’'s upper horizontal menu, then
choose “Port Forwarding" option in the left-side menu.

Fill in the fields similarly as shown in the picture below. The picture shows an example for
forwarding the local port no. 81 of a camera available at IP address 192.168.1.126 to public port
no. 81, instead of which you should of course enter the IP address and port number used by your
camera. At the router model presented in the example below both the local and the public port
can be configured, i.e. according to the example, the local port no. 81 can also be forwarded to a
different public port.

DIR-330 // 2. SETUP ADVANCED MAINTENANCE STATUS HELP
rerroroy | PORT FORWARDING RuLES H I

Application Rules Check the Application

ShissssttalS———. | The Port Forwarding option is used to open a single port or a range of ports through your Name drop down menu for
Network Filter firewall and redirect data through those ports to a single PC on your network. a list of pre-defined
3 applications that you can
Webiole Fiex  Save Settings | | Don't Save Settings | select from. If you select
) one of the pre-defined
Firewall Settings applications, dick the arrow
Advanced Wireless 2525 - PORT FORWARDING RULES 3., button next to the drop
down menu to fill out the
Advanced Network Port appropriate fields.
Routing Name Public Port Traffic Type You Ca;‘;ef‘r’ic; L A
Certificates 1, kameral Appication Name [w] 81 ~ 81 any [+ DHCP dients in the
——————————— 5 Computer Name drop
User Group ] 1P Address ; Private Port Schedule down menu, or enter the IP
192.168.1.126 Computer Name E 81 ~ (81 Always E] address manually of the
computer you would like to
Name Public Port Traffic Type open the spedfied port to.
2. Application Name [ ~ TCcP [+] In order to apply a schedule
= to a Port Forwarding Rule,
[C] 1p Address Private Port Schedule i et st dem &

Computer Name E] = Always IZI schedule on the

Maintenance>Schedules

1. (checkbox in the table): you can enable/disable the given port forwarding using the

checkbox, therefore set this to enabled state

« Name: enter a desired name for the port forward entry that is specific for the given camera
(serves for identification of the entry only)

« |P Address: enter the local IP address of the camera

o Public Port: enter the number of the public port in both fields, to which you wish to forward
the given local port

o Private Port: here you should enter in both fields the video stream or still picture service
port number used by the camera (only one at a time, configure the other one by adding a
new port forward entry)

o Traffic Type: choose “Any” value for this option

« Schedule: here you can configure the port forward period, choose “Always” value for this

option

Click on “Save Settings” button to save the configuration.



ASUS

For port forwarding click on ,Advanced Setting" option in the left-side menu, then choose “WAN”
option in the submenu. After this choose “Virtual Server" option in the upper horizontal menu.

Fill in the fields similarly as shown in the picture below. The picture shows an example for
forwarding the local port no. 81 of a camera available at IP address 192.168.1.126 to public port
no. 81, instead of which you should of course enter the IP address and port number used by your
camera. At the router model presented in the example below both the local and the public port
can be configured, i.e. according to the example, the local port no. 81 can also be forwarded to a
different public port.

Internet Connection QoS Port Trigger DMZ DDNS
NAT Setting - Virtual Server

To make services, like WWW, FTP, provided by a server in your local network accessible to the outside users, you should specify a local IP
address to the server. Then, add the IP address and network protocol type, port number, and name of the service in the following list. Based
on the list, the gateway will forward service request from outside users to the corresponding local server

1. When your network's firewall is disabled and you set 80 as the HTTP server's port range for your WAN setup, then your http server/web

server would be in conflict with RT-N10's web user interface.

2 When you set 20:21 as your FTP server's port range for your WAN setup, then your FTP server would be in conflict with RT-N10's native
4,

FTP server

Please select V|

Please select v

Virtual Server List

kameral | ‘ | 81 | ‘W];l 82 ||[Tcp V“

« Enable Virtual server: you can enable/disable the given port forwarding using this option,
therefore please choose “Yes” to enable

e Service name: enter a desired name for the port forward entry that is specific for the given
camera (serves for identification of the entry only)

e Port Range: enter the number of the public port to which you wish to forward the given
local port

« Local IP: enter the local IP address of the camera

e Local Port: here you should enter the video stream or still picture service port number
used by the camera (only one at a time, configure the other one by adding a new port
forward entry)

e Protocol: choose “Both” value for this option

After filling in the fields click on “Add” button to add the new entry and then on “Apply” button to
apply the changes.



ZTE

For port forwarding click on "Application™ option in the menu, then choose “Port Forwarding”
option in the submenu.

Fill in the fields similarly as shown in the picture below. The picture shows an example for
forwarding the local port no. 81 of a camera available at IP address 192.168.1.3 to public port no.
81, instead of which you should of course enter the IP address and port number used by your
camera. At the router model presented in the example below both the local and the public port
can be configured, i.e. according to the example, the local port no. 81 can also be forwarded to a
different public port.

Status Path:application-Port Forwarding Logout
Network
application Enable

Port Forwarding Mame Kamera

IUSB Storage Protocol | TCP AND LUDP »

OMS WaN Host Start 1P Address

FTP &pplication WaN Host End IP Address

Port Forwarding ( WarN Connection | Internet pppoe “

Application List )

Application List WAN Start Port |51

Samba Service WAN End Part (81

administration Enable MAC Mapping []

Help Lam Host IP Address [192.168.1.3

LaM Host Start Port 81

e LAMN Host End Port 81
Help

Add

« Enable checkbox: you can enable/disable the given port forwarding using the checkbox,
therefore set this to enabled state

« Name: enter a desired name for the port forward entry that is specific for the given camera
(serves for identification of the entry only)

e Protocol: choose “TCP AND UDP” value for this option

« WAN Start Port and WAN End Port: enter the number of the public port in both fields, to
which you wish to forward the given local port

« LAN Host IP Address: enter the local IP address of the camera

e« LAN Host Start Port and LAN Host End Port: here you should enter in both fields the
video stream or still picture service port number used by the camera (only one at a time,
configure the other one by adding a new port forward entry)

Click on “Add” button to save the configuration.
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At this router model it is recommended to change the DHCP settings as well to avoid IP address
conflicts:

Status Path:Metwork-LAM-IPv4_DHCP Server Logout

NOTE: 1. The DHCP Start IP Address and DHCP End IP address
should be in the same subnet as the LAN IP,

2. When LaM IP's Network Mumber changes, please make
sure those special pool IP Addresses are in the same
subnet as the LAN IP.

IPv4_DHC r
IPv4_DHCP Binding

L. LAK IP Address (192,168.1.254
Application

.. . Subnet Mask 255.255.255.0
Administration

Help
Enable secondary 1P [

G Secondary IP Address
Hel
P Subrnet Mask

Enahle DHCP Server
DHCP Start IP Address (192,168.1.100
DHCP End IP Address [192,168.1.200
fssign IspoNs [
DMHS Serverl IP Address [192.168.1.254
DMS Server? IP Address
DMS Server3d IP Address
Default Gateway [192.165.1.254
Lease Time (86400 Sec

11



6 Creating a DynDNS account

If you are not subscribed for a static IP address at your Internet service provider, in order to access
your camera anytime through the public Internet, you will need to sign up for dyndns service.
A free of charge option for this may be the service provided by “no-ip”.

Steps of registration and configuration:

Open the following site with an Internet browser: www.noip.com

Enter a desired host name in the field below “Create Your Free Hosthame Now”, through which
you wish to reach your camera. It might happen that the given host name is already in use, but if
so, the site will indicate this while typing the name. In this case try a different host name, then
click on "Sign Up" button.

= O X
(7)) Free Dynamic DNS - Mana... X = =

A € 9 © wwwnoip.com cC 9w B 9 3 =

Managed DNS Services Home About Download Blog Contact €3 Language E Sign In

DynamicDNS Managed DNS Domains Services WhyUs? Support Sign Up

[

noip

Dynamic IP address got you down?

Create an easy to remember hostname and never lose your connection
again.

Create Your Free Hostname Now

onlinecamera .ddns.net |v -

-] . .
= NOW Accepting Regional Payments

1.



http://www.noip.com/

On the next page fill in the form with your personal data required for registration (e-mail address,
user name, password), then click on “Create My Free Account” button to create your free user

account.

- - o x
%) Create a Free Dynamic DN... X = =4

A | € () 8 Vitalwerks Internet Solutions, LLC (US) https://www.noip.com/sign-up?h ¢ wBa O S

Create My Free Account

Username

onlinecamera .ddns.net E

] Create my hostname later

Create My Free Account

[J Send me newsletters & special offers

Upgrade To Enhanced Now

N account? Sign In

o the terms of service anc
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Thereafter the site will indicate that you need to confirm your new account in order to be created.
For this, you will receive an email from no-ip to the email address you have provided at
registration.

= O X
(7 Confirm Your Account-... X 12 Account Activation - No-IP X =+
fH (- i) @ Vitalwerks Internet Solutions, LLC (US) https://www.noip.com/confirr 1| ¢ ﬁ B8 O 3 o =
m A
Managed DNS Services Home About Download Blog Contact €3 Language !’:z"' SignIn

Dynamic DNS  Managed DNS Domains  Services WhyUs?  Support Sign U

Confirm Your Account

Thank you for creating a No-IP free Dynamic Check this out while you

it
DNS account! e

In order to start using your account, you will need to activate
your account via email. Simply click the link in the email to get
started. Once you have activated your account, you will be able

to add/edit hostnames and finish configuring your account.

Share on Twitter

| just created a Free Dynamic DNS account with @NolPcom, no B04:pongie B this. Sen i in see Wity

credit card required. Check it out!

Need help?
Please visit our support section to view our Gett
Feedback (W
anA raview niir EAN and lnAwdados haca
< >

14



Click on “Activate Account” button in the email you have received. If the button does not appear
in the message, allow your mail client to download the pictures in the given email window
(the mail client program will offer the option for picture download).

"
Bl
I

|
x

Activate Your No-IP Account - Uzenet (HTML)

ESET ADOBE PDF

FAJL UZENET

= Cs 2016. 05. 26. 13:4%

4
/

'(‘]'.'

-
e’

|
k

No-IP Registration <unmonitored-webmaster@noip.com>
Activate Your No-IP Account

Activate Your No-IP Account

B No-IP.com @ Support

d :) noip
Activate Your No-IP Account

Congratulations, the No-IP account 'onlinecameral’ has been created. To activate your account,
please click the button below

Have questions or need help? Open a Support Ticket.

Thank you for choosing No-IP! We hope that vou enjov ougp jt we have

been offering since 1999 to millions of users.

Connect with Us

n'.-/ 442

Useful Links
Plus Managed DNS
Enhanced DDNS
No-IP Free

DNS is Your Websites

Foundation Domain Registration
SSL Certificates

POP3 / IMAP Email

Make sure your website is served on a rock
solid foundation with No-IP Managed DNS.
Reliability and Redundancy included.

If you do not wish to receive this type of email from No-IP in the future please UNSUBSCRIBE
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By clicking in the email on the button mentioned above, the no-ip website will open in a browser
and logs you in automatically to your user account, where, if everything went fine, you will see a
message about the successful activation of your user account.

You can check your registered host name after clicking on “Managed DNS” option in the main
menu.

= O X
() Confirm Your Account-... X (2 AccountActivation - No-IP X = 4

fH i) @ Vitalwerks Internet Solutions, LLC (US) | https://www.noip.com/confir EJ1 | C ﬁ B O 3 ©

[oax’] ~
My Account  Manage Domains | Managed DNS B Download  Contact €3 Language - Sign Out
o

& SignedInas: o

Dynamic DNS gins  Services WhyUs?  Support

Your account is now active!

Find the services that best fit your needs and get started.

=%y g )
Ve, Enaa ~A
Dynamic DNS Managed DNS Email Services Domain Services
All Services

Remote Access / Dynamic DNS
How to remote access your
Trying to remote access a web cam, home device:

security system, home automation
Step 1 - Create a Hostname. (this step is

system, computer or other internet
y : P already complete)

connected device?

Our Dynamic DNS service allows you to Step 2 - Download the Dynamic Update
create an easy to remember hostname to Client (DUC).
y The DUC keeps your hostname updated
point to your home IP address. Dynamic with your current IP address.
DNS allows you to no longer worry about
Step3-F Forward your router.

your IP address. Create an easy to
remember hostname to point to your IP Done with all 3 steps? Feedback v
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("2 Confirm Your Account-... X (72 No-IP Members Portal: N... X = 4

vww.noip.com/members/dns/ c ﬁ B 9 3 =

‘ﬁ (' i) @ Vitalwerks Internet Solutions, LLC (US) https:/,

onlinecameratl Sign Out

DNS Hosting Domain Registration Mail SSL Certificates Monitoring Backup DNS ¥ Renew/ Activate

Try our new Account M
Hosts/Redirects Manage Hosts
Add Host S
Current Hosts: 1 Need More Hosts? Enhance Your Account! R TR' CIN #0114
Manage Hosts
Host IP/URL Action

Manage Groups

Download Client @ Hosts By Domain

ddns.net
Upgrade to Enhanced
onlinecamera.ddns.net 119.55.213.42
Need Help?
Add A Host
Support Center

Troubleshooting Guide

to your Domain
Dynamic Update Client

Ered with Google to allow you to easily add email, online storage, shared  Go glt‘ Apps fo

Support Ticket
deo meetings and more. Built for business, designed for teams. Learn how
Contact Us easy Jis to integrate Google Apps with your domain today! Learn More

Upgrade to Priority Support

==

< >

With this the host name has been created, but its usage is not solved yet.
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7 Configuring the DynDNS service

Log in to your router and search for Dynamic DNS, DDNS menu option or one that has quite
similar name. Unfortunately every router manufacturer gives a different name to this setting but
the principle is similar. The example below shows the dyndns configuration of a TP-LINK router.

Service Provider: select the dyndns service provider, where you have signed up (according to
our example: No-IP)

User Name: enter the user name provided at dyndns registration

Password: enter the password provided at dyndns registration

Domain Name: enter the host name provided at dyndns registration

Enable DDNS: using this checkbox you can enable/disable the usage of dyndns service,
therefore set this to enabled state
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Qss The Router offers a Dynamic Domain Name System (DDNS)

[r— - feature. DDNS lets you assign a fixed host and domain name to
Service Provider: No-IP ( www.no-ip.com) v Gotoreqister.. a dynamic Internet IP address. Itis useful when you are hosting

Wireless > your own website, FTP server, or other server behind the Router.

User Name: onlinecamera Before using this feature, you need to sign up width DDNS

L : senvice providers such as www.no-ip.com. The Dynamic DNS

Forwarding Password: bt Lo client service provider will give you a password or key.

Security Domain Name: octestno-ip.org Follow these instructions to set up DDNS:

Parental Control If your selected dynamic DNS Service Provider is www.no-

[¥] Enable DDNS ip.com.

Access Control
1. Enterthe User Name for your DDNS account.

Advanced Routing Connection Status: DDNS not launching!

Bandwidth Control § E::z:trtfepgﬁnv:i:dlf&ﬁzmygf Test::iszzurf]rtom dynamic
EENACHNIND 4 gffiffﬁiiﬁ'%ﬁﬁﬁ to login to the DDNS senice.

el 2 [ save Connection Status - The status of the DDNS senvice

System Tools connection is displayed here.

Click Logout to logout of the DDNS service.

Notice: If you want to login again with another account after a
successful login, please click the Logout button, then input your
new username and password and click the Login button.
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Save the configuration by clicking on “Save” button. Thereafter the router will log in to the no-ip
server.



If everything was done correctly, the router will show “Succeeded” status at the “Connection
Status”, indicating that connecting to the dyndns server was successful.
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Qss The Router offers a Dynamic Domain Name System (DDNS)
feature. DDNS lets you assign a fixed host and domain name to

Network

Service Provider: No-IP ( www.no-ip.com) ~ Gotoregister.. a dynamic Internet IP address. Itis useful when you are hosting
Wireless — your own website, FTP server, or other server behind the Router.
User Name: onlinecamera Before using this feature, you need to sign up width DDNS
oHeE . senvice providers such as www.no-ip.com. The Dynamic DNS
Forwarding Password: bt Lo client service provider will give you a password or key.
Security Domain Name: octestno-ip.org Follow these instructions to set up DDNS:
Parental Control If your selected dynamic DNS Service Provider is www.no-
Enable DDNS ip.com.

Access Control
Advanced Routing Connection Status: Succeeded!

Bandwidth Control [ Login |

IP & MAC Binding

System Tools

. Enter the User Name for your DDNS account.

. Enter the Password for your DDNS account.

. Enter the Domain Name you received from dynamic
DNS senvice provider.

. Click the Login button to login to the DDNS service.
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Connection Status - The status of the DDNS senice
connection is displayed here.

Click Logout to logout of the DDNS service.

Notice: If you want to login again with another account after a
successful login, please click the Logout button, then input your
new username and password and click the Login button.
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If all these are done, you should already be able to access your camera’s pictures remotely
through the registered host name and forwarded port(s).
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